
L'iStorage datAshur PRO+C est une clé USB 3.2 (Gen 1) Type-C conviviale qui associe facilité 
d'utilisation et mesures de sécurité de haut niveau. Elle utilise une protection par code PIN 
et un cryptage matériel pour protéger vos données conformément aux normes militaires. 
Disponible en différentes capacités allant de 32 Go à 512 Go, cet appareil innovant garan-
tit la sécurité de vos informations. De plus, la datAshur PRO+C se distingue en tant que 
première clé USB au monde à obtenir la certification FIPS 140-3 Niveau 3!

Les fonctionnalités de sécurité avancées de la clé permettent une sécurisation complète des 
données et garantissent une protection maximale de vos données, en toutes circonstances. La 
clé contient une batterie rechargeable qui permet à l'utilisateur de saisir un code PIN de 8 à 15 
chiffres via le clavier intégré avant de brancher l'appareil sur un port USB. La datAshur PRO+C n'est 
pas accessible sans le code PIN unique de l'utilisateur, ce qui donne aux utilisateurs la tranquillité 
d'esprit en sachant que leurs données sont à l'abri des regards indiscrets si leur disque est perdu 
ou volé, car sans le code PIN, il n'y a aucun moyen d'entrer ! 

Cette clé USB datAshur PRO+C comprend un manchon robuste en aluminium extrudé qui 
est résistant à la poussière et à l'eau (indice IP68), ainsi qu'à l'écrasement, et qui protège 
votre clé contre les dommages physiques tout en offrant une protection exceptionnelle à 
vos données.

La datAshur PRO+C se distingue en tant que première clé USB au 
monde à obtenir la certification FIPS 140-3 Niveau 3!

Vitesses de transfert de données USB 3.2 (Gen1) rétrocompatibles 
ultra-rapides de 310 Mo/s en lecture et 246 Mo/s en écriture.

Aucun logiciel requis. Compatible multiplateforme avec  : MS 
Windows, macOS, Linux, Android, Chrome, clients fins, clients zéro, 
systèmes embarqués, Citrix, VMware, DVR, équipement médical, 
imprimantes, scanners, systèmes de vidéosurveillance. De fait, il 
fonctionne avec tous les périphériques munis d’un port USB !

Cela la rend parfaite pour le déploiement dans les entreprises et 
les gouvernements. Si l'utilisateur oublie son code PIN, la clé peut 
être déverrouillée à l'aide du code PIN de l'administrateur, et ce 
dernier peut ensuite permettre à l'utilisateur de définir un nouveau 
code PIN.

Accréditations gouvernementales

Transférez vos fichiers en quelques secondes

Indépendant de la plateforme et du système d’exploitation

Le datAshur PRO+C est programmé de manière intelligente afin 
de fournir une protection contre toutes les formes d'attaque par 
force brute. Si l'utilisateur saisit un code PIN incorrect 10 fois de 
suite, le code PIN est supprimé. Toutes les données restent sur le 
périphérique mais vous ne pouvez y accéder qu'en saisissant le code 
PIN de l'administrateur.

Cependant, si vous saisissez un code PIN administrateur incorrect 
10 fois de suite, le code PIN, la clé de chiffrement et les données 
sont définitivement perdus. Les réglages par défaut du disque 
seront alors restaurés et un reformatage sera nécessaire avant de 
pouvoir le réutiliser.

Mécanisme de défense contre les tentatives de piratage 
par la force brute

Codes PIN utilisateur et administrateur indépendants

datAshur PRO+C vous aide à

protéger les données 
contre les cyber-attaques

vous conformer aux 
règlements

garder une sauvegarde
hors ligne sécurisée

éviter les lourdes 
amendes

maintenir la continuité 
des activités



1.	 Une partie de la capacité indiquée est utilisée à des fins de formatage et autres fonctions, et n’est donc pas disponible pour stocker 
des données. C'est pourquoi la capacité de stockage disponible réelle est inférieure à celle qui est indiquée pour les produits.

2.	 Commande spéciale - Contactez iStorage pour plus de détails.

3.	 La vitesse peut varier en fonction du matériel, des logiciels, de la capacité et de l’utilisation de l’hôte.

Spécifications techniques

Matériel Clé USB de type C avec protection par code PIN et chiffrement matériel

Interface USB 3.2 (Gen 1) SuperSpeed - Type C (adaptateur USB Type-C vers Type-A inclus)

Capacités¹ 4 Go2, 8 Go2, 16 Go2, 32 Go, 64 Go2, 128 Go, 256 Go, 512 Go

Taux de transfert de données3 Lecture : 310 Mo/s  |  En écriture : 246 Mo/s

Source de courant Port USB / Batterie interne rechargeable au lithium-polymère de 3,7 V

Dimensions (H, L, P) 80,10 mm / 20,25 mm / 10,70 mm

Poids env. 25 grammes

Chiffrement matériel des données Validé FIPS PUB 197, AES-XTS 256 bits 

Certifications Validée FIPS 140-3 Niveau 3

Informations de commande IS-FL-DA3C-256-XX        XX = Capacité

Garantie 3 ans de garantie pièce et main d’œuvre avec assistance technique gratuite à vie

Configuration requise
Indépendant du système d'exploitation et de la plateforme, aucun logiciel nécessaire - 
Fonctionne avec tous les périphériques munis d'un port USB

Compatibilité
MS Windows, macOS, Linux, Chrome, Android, clients fins, clients zéro, systèmes 
embarqués, Citrix et VMware

Température de fonctionnement 0 oC - 40 oC

Température de stockage -20 oC - 60 oC

ECCN / HTS / CODE CAGE ECCN : 5A992c / HTS : 84717098 / CODE CAGE : U1BC0

Authentification Code PIN de 8 à 15 chiffres via le clavier alphanumérique intégré

Approbations

Contenu de l’emballage
Clé USB datAshur PRO+C, adaptateur USB Type-C vers Type-A, Guide de démarrage 
rapide, Clause de non-responsabilité

Toutes les marques déposées et les noms de marque sont la propriété de leurs fabricants respectifs.
iStorage Ltd. © Tous droits réservés. Certification ISO 9001:2015.

Guide de démarrage rapide

Adaptateur USB Type-C vers Type-A

Clé USB datAshur PRO+C
avec manchon de protection

iStorage datAshur PRO+C est fabriqué par iStorage Ltd. et utilise la technologie DataLock® 
sous licence de ClevX LLC. Brevet américain. www.istorage-uk.com/clevx-patents

Contenu de `l’emballage

Clé USB de type C avec protection par code PIN et chiffrement matériel

www.istorage-uk.com

1.	USB 3.2 (Gen 1) Interface yype-C

2.	Voyants LED

ROUGE - Verrouillé. VERT - Déverrouillé. BLEU - Connecté à l'ordinateur/
transfert de données/indication du code PIN Administrateur/changement 
du code PIN Utilisateur.

3.	Revêtement polymère, clavier alphanumérique résistant 
à l’usure.

4.	Revêtement époxy

Tous les composants critiques sont recouverts d’une couche de résine 
époxy super résistante.

5.	Puce de chiffrement embarquée.

6.	Bouton CLÉ.

7.	Porte-clé : dévisser afin d'ajouter à un porte-clé.

8.	Manchon de protection.


