
One device supports multiple services.

Site Specific Keys. Secrets are not shared 
among service providers.

No phishing or man-in-the-middle.

Supports Chrome OS, Windows, macOS, Linux. 
Identified as a USB HID device.

Fits nicely on a key-chain or in a wallet.

FIDO U2F Certified
Security Key
For Mobile

MultiPass FIDO®



FEITIAN MultiPass FIDO® Security Key is a device to go beyond the traditional two-factor authentication systems. With the 
rising in personal security awareness, an increasing number of Internet users are inspired to secure Google accounts by 
activating 2-Step Verification. FEITIAN MultiPass FIDO® Security Key provides an additional security layer beyond your 
password when you access your Google Account. 

The BLE and NFC communication interfaces also provide the multi-factor authentication on Android and iOS devices. Powered 
by WebAuthN and Windows 10 system, users will be able to perform FIDO U2F authentication on BLE and NFC as well. Since 
the FIDO based ecosystem is growing, there will be a growing number of web services supports FIDO authentication.

Go to https://www.dongleauth.info 
to check FIDO U2F compatibility.Supports FIDO U2F at

FEITIAN Technologies Co., Ltd. world.sales@ftsafe.comwww.ftsafe.com

Supported
 Operating Systems

Certifications

Embedded
 security algorithm

Size

Interface type

Data storage life

Programming cycles

Communication
 protocol

Chrome OS, Windows, Linux, macOS, 
Android, iOS

FIDO U2F

ECDSA, 
SHA256

47.3 × 29.3 × 8.3 mm

USB, NFC, BLE

At least 10 years

100,000 times

HID, ISO14443, 
BLE 4.0

Working voltage

Working current

Power

Working temperature

Storage temperature

Button

Indicator

Battery capacity

Rechargeable

5.0V

65mA

0.325W

-10ºC ~ 50ºC

-20ºC ~ 70ºC

Physical but ton

Green, red and blue LED lights

35mAh, CB Certified

Yes

Specifications

DriveCloud Fit

Hangouts

Gmail Play Wallet +


